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Welcome

Thanks for using the Company's digital video surveillance management software. Please read this
document carefully before use. During operation, if you’re unable to solve the problems according
to the descriptions in this manual, please contact our technical support or product suppliers.

As a user manual describes the use of IP Camera, DVR use is consistent with the IP Camera

Contents of this document will be updated from time to time without notice.
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Part I Overview

1.1 Software Overview

The video surveillance management software is used for achieving centralized monitoring, storage,
management and control of all the front-end network video surveillance equipment (including network video
server, network camera, and video decoder) and network video recorder (DVR). This management software
can simultaneously display 36 audio and video screens, able to set up, control, and remote upgrade either
device;

Support the functions of 1/4/9/16/20/36 screen switching, two-way voice intercom, electronic maps, log retrieval,
alarm control, remote retrieval playback and others. It is functionally powerful, user-friendly and easy to operate,
especially convenient for the users to realize networking applications of small and medium-sized remote

network monitoring systems.
1.2 Main functions of the software

The main functions of the video surveillance management software include:

»  Maximum support 36-way audio and video channels at the same time

»  Able to achieve centralized monitoring, storage, data forwarding, management and control for all the
front-end network video surveillance equipment (including network video servers, network cameras and
network DVR)

Electronic map display

Real-time video surveillance preview

Two-way Vvoice intercom, voice broadcast

Video recording (pre-recording, manual recording, alarm linkage recording, timer recording)
Provide channel, date video search playback

Provide time search playback, accurate to the second

PTZ control; preset, call, PTZ cruise

Support the function of packet switching display, automatic reincarnation display

Support the alarm function for video loss, video mobile, network abort and front-end sensor trigger
Log management

Front-end capture, and back-end capture

DDNS (Dynamic domain analysis)

Support P2P network

YV V.V V V V V V V V V V V VY

Support transparent data transmission



Part I[ Environment Requirements for Software Running
2.1 Operating system configuration
32/64-bit simplified Chinese / English Windows 2000/2003/XP/Vista, Windows 7 and other operating systems.
2.2 Minimum hardware configuration

CPU: Pentium 2.0GHz
Memory: 512 MB
Graphics: TNT2

Sound card: necessary for voice monitoring and two-way intercom Hard

disk: no less than 40G in case of recording images
2.3 Recommended hardware configuration

CPU: Intel Core2 Duo E7400 2.8G

Memory: 2G

Graphics: 128bit, 1GB memory

Hard disk: SATA hard disk, over 8M cache, 2000G

2.4 Software configuration

IE 7.0 or above versions
DirectX9.0 or above versions
TCP / IP network protocol

Part III Software Installation and Uninstall

3.1 Software access

Pathway I: put the companion CD-ROM in the box of IP camera or video server into your computer's
CD-ROM drive, locate the setup file for the video surveillance management software, copy it to your
computer, double click it to run the installation; after installation, find the NVClient software under [ Start
menu —All programs - NVClient_\V/5] , or directly double-click “NVClient" on the desktop to run the main
program.

Pathway II: contact our technical support department to transfer the video surveillance management software
through remote QQ, MSN, E-mail or any other means.

Pathway I1I: Visit our official website to download from the Download Center.

3.2 Software installation

Check and double-click the setup file of video surveillance management software, and the dialog box appears



as shown below:

Select Setup Language ﬁ
Select the language to use during the
installation:
Engish )
[ox ][ conce ]
Figure (1)

Select the language you want to use in the installation: English . & #& &+ ¢ . PoOrtugués. pycckum,

click "OK"
Follow the prompts and click "Next"

Until the "Finish" button appears, click "Finish" to complete the installation.
3.3 Removing the software

There are two ways to remove the video surveillance management software:
» On the Start menu, select "Programs'" — "NVClient_V5” — “Uninstall” to uninstall the software. >
Open the "Add / Remove Programs” dialog box on the "Control Panel"; in the list of programs,

select to delete” NVClient Version "option.

Delete the dialog box shown below:

NVClient Uninstall [:-r,.-,-.-,l

‘ , Are you sure you want to completely remove NVClient and all of its
components?

Figure (2)
3.4 Software landing
Double-click the video surveillance management software icon W then pop-up the Login dialog box

of video surveillance management software, as shown below:



Login

. Remember password

Figure (4)

"User name" default: admin
"Password" default: empty
Check the "Remember Password" option; when re-entering the management software, there is no need to

re-enter the password to log video surveillance management software interface.



Part I'V: Introduction of the Main Interface

The main interface of management software can only single-screen display up to 36-way image. You can

manually switch the pages as needed, or it can be set to automatically switch pages to polling the connected

channels.

Composition of the interface: System menu area, image preview window and status, standard toolbar area,

equipment list area, Close and Minimize composition.

Equipment
list area System

menu arca

—— —
or
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-0 ————

Standard
toolbar

arca

0
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Standard

toolbar
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Image
preview
window

and

status

.
|
| -
PTZ control

4.1 System menu area

0

Alarm

information

The system menu area is described in the following table:

Standard

toolbar
arca

Icon Text

Function Description

Liv Real-time preview

Click this button to check video real-time preview

Video playback

l e l
=

Click this button to enter the video playback interface




Config System configuration

Click this button to enter the system configuration interface

4.2 Device list area

Device list | Geoup kst

£ @ Device list
=& NETVIDEO_172.20.50.177_8200
& CHOL
=& NetVideo 192.168.1.100_8200
. & CHoL

This area displays the added device
information , as well as preview open or

close

4.3 Standard toolbar

The standard toolbar is described as following:

Device ist | Group list

4% Groupl

=] Group2

‘2 NETVIDEO_172.20.50. 177_8200_CHO1

= NetVideo_192, 163, 1, 100_5200_CHO1
oy Group3d
¥ Groupd
N GroupS
¥ Groupb
¥ GroupT
¥ Groupd
¥ Group9
¥ GrouplO

This area displays the added packet

device information and packet

player

Icon Text Function Description

- - . Click this button to connect the selected preview

Live. Connect the video device

Connect Vi

- . . . .

& Turn off the video Click this button to turn off video preview of the
Disconnect selected device

& Click this button to turn off video preview of all

. Turn off all

Dis.AN devices




1 split screen

Video preview of 1 spilt screen window

4 split screen

Video preview of 4 spilt screen window

9 split screen

Video preview of 9 spilt screen window

16 split screen

Video preview of 16 spilt screen window

20 split screen

Video preview of 20 spilt screen window

36 split screen

Video preview of 36 spilt screen window

Multi-image full-screen

Full-screen preview

Sequence

Group Sequence

Window toolbar

Toolbar for all windows, local zoom in, local

zoom out, intercom, sound, video, capture, stop
preview playing

Click this button to capture the selected image;

© Capture the captured images will be stored in the
specified directory of the computer
- Video recording Click this button to turn on / off video
= . Click this button for electronic zoom out
Q Electronic zoom out .
function
Q Electronic zoom in Click this button for electronic zoom in function
. L. Click this button to turn on/ off the voice
= Voice intercom . .
intercom function
o> Sound Two states, Open / Close sound output

Sound adjustment

Adjust the sound output size

(&[-[x]}

Window control

Window lock / minimize window / window close




4.4 Shortcut functional area

The shortcut functional area contains PTZ control, PTZ preset point, PTZ

cruise path and color settings.

Icon Text Function Description
Close / open the PTZ control
Shrink P
~
# PTZ control PTZ control
' . Set the PTZ preset position, call / remove PTZ preset
’ Preset point .
: position
Cruise path Set the cruise path
¢ Color settings Color settings
4.4.1 PTZ control
Icon Text Function Description
Zoom | Zoom Enlarge or reduce the video image
Focus Focus Adjust the focal length of the lens
Iris Aperture Adjust the size of the aperture
Direction Control PTZ up, down, left, right, automatic scanning
Wiper Turn on/off wiper function
Light Turn on/ off light
Speed PTZ speed Adjust the PTZ speed
4.4.2 PTZ preset point

Control the PTZ function of the channel you choose in the view screen.



Through the rotation of the direction key to control PTZ
camera eight direction, by dragging to control PTZ rotation

speed.

Click , PTZ will automatic scanning, the next click will

stop the scanning.

Click the right side of the function keys to adjust Zoom,

Focus

Ins

Icon Text Function Description
2com |+ Zoom Enlarge or reduce the video image
Focus |+ Focus Adjust the focal length of the lens
liis + Aperture Adjust the size of the aperture
Direction Control PTZ up, down, left, right, automatic scanning
Wiper Turn on/off wiper function
Light Turn on/ off light
Speed PTZ speed Adjust the PTZ speed
4.4.3 PTZ preset point setting
Support 255 preset point setup and call.
Icon Text Function Description
L) | Preset neme | -
01 IPresetl
esel Right click the preset point number to be
05 PresetS Add preset point J P P -
06 Presetb ! added, add the current preset position
o7 Prezet?
08 Preset8
09 PrasetS
100 Presetll
11 Freszetll
127 ‘Preszetl2
13 Presetl3 %




Double click the preset point to call the set
preset position

4.4.4 Cruise path

Set the cruise path
Add 2 or more preset points to the view channel, you can set these preset points in a new cruise path. The
interface is shown as in below.

Step 1: Choose the channel which need set cruise path, click

"33 in PTZ control panel, according to cruise path settings
window.

Step 2: Right click the cruise route name, click“Cruise route
configuration”, enter “Cruise route configuration”. Double click
also can enter “Cruise route configuration”.

Step 3: Click Call cruise Ito add cruise point, in

the preset point list you can choose the preset point.

Step 4: Set the preset point cruise time and speed.

Click ;ﬂl——__.ll save add cruise point.

» Note: the range of cruise time: 1 ~ 3600
seconds, cruising speed range of 1 ~ 7.

[iasommepan]  tow | Dotscousepord




Step 5: Repeat step 3 and step 4, add to cruise to

cruise route list.

Preset |1 ]

Cruise time ~~ [10 -

Cruising speed |1 |
OK

Choose the cruise route you set, click W’ to call cruise route, click Mo stop cruise

route.
4.4.5 Color settings
Icon Text Function Description
, . Adjust the brightness of the front-end IPC,
3 Brightness . .
| DVS, DVR video preview
. Adjust the contrast of the front-end IPC, DVS,
I Contrast . .
DVR video preview
. Adjust the saturation of the front-end IPC,
Saturation . .
i DVS, DVR video preview
X Adjust the sharpness of the front-end IPC,
(1 Sharpness . .
‘ DVS, DVR video preview
Default front-end IPC, DVS, DVR color
Default Default value
parameters

-11-




Icon Text Function Description

4.5 Preview Window

The preview windows can be inter-exchanged.

4.6 Alarm information

The alarm information window displays motion detection, video loss, alarm input, other alarms and so on. You can
query the relative types of alarm information.

— | D 4 2 B —

-12-



l Alarm Alarm Close / open alarm information window

[Motion Detection Alarm type Find the corresponding alarm information
Video lost according to the alarm type

Alarm Input

Other Alarm

Part V Detailed Description of the Software Function Set

The client management system features include several functional modules such as video playback, loop
switching, packet switching, equipment management, group management, basic configuration, user

management, remote setting and lock, which will be discussed one by one as follows.

5.1 Video playback

Video playback includes options like local playback, remote playback, type retrieval, file list retrieval, playback
control, playback tool and multi-screen display.
Function Description: Video playback can playback the video files, supports the multi-channel, multi-file,

multi-screen display functions, and supports video retrieval.

- ceg

"Local playback: detect disk video files of the local computer and local video playback

"Remote playback': test disk video files of the front-end equipment and local video playback

“Type Search ": retrieve disk video files of the local computer or front-end equipment according to video file
types

"Synchronous playback”: search playback and simultaneous playback by time

-13 -



"file list retrieval' :Search playback by file, select the desired playback video files to playback video.

-File List

File Name Beqin time End time Channel Num File Size Down progress -
00:00:00-01:00:00 2015-06-09 00:00:00 2015-06-09 01:00:00 2 835981
00:00:00-01:00:00 2015-06-09 00:00:00 2015-06-09 01:00:00 1 830084
00:00:00-01:00:00 2015-06-09 00:00:00 2015-06-09 01:00:00 3 842840
00:00:00-01:00:00 2015-06-09 00:00:00 2015-06-09 01:00:00 4 828295
01:00:00-02:00:00 2015-06-09 01:00:00 2015-06-09 02:00:00 2 827085
01:00:00-02:00:00 2015-06-09 01:00:00 2015-06-09 02:00:00 3 839188
01:00:00-02:00:00 2015-06-09 01:00:00 2015-06-09 02:00:00 4 823637 -
""Playback Control"

functions fromleft to right: previous file, frame rewind, play, pause, stop, frame forward, next file, playback speed.

“Playback Tool"
functions from left to right:  add files, capture,video downloads, volume switch and volume size.

"Multi-screen display”: multi-screen playback display at the same time

5.2 System Configuration

The system configuration features include options of remote configuration, device management, group

management, basic configuration and user management.

5.2.1 Basic configuration

This option is mainly focused on software configuration, video configuration, path configuration, and other

configurations, as shown in the following interface.

-14 -



Client 2015-06-09 10:12:31 {ﬂﬂum‘

Plajoeck

g © 2 @E & 4 2 @

Remote Device Group Basic Record Scheme User Log search

Soft configuration

Storage Days for Alarm Logs 30 r

Storage days for operation logs 30 ¥ Auta run program afler starting
Record
Select disk
[ Disk [ Totalsize Free size Resened space(single) 20480 MB
O c 50.01C8 2027 CB Switch time ,730 -
D 139.01GB 104.10 GB
E 139.01GB 125.90 GB Storage days for normal records 30
F: 137.73GB 12517 GB
Storage days for alarm records 60
On disk full Clear earliest  ~
Record Stream type Wain stream =
Path configuration
Record download to ‘C:\NVFMe\DownLoad Select path
Image capture save to ‘DZ\NVFHB\CBDTWE w
Record dlip file save to ‘C ANVFile\Cutdown Select path

Other configuration

Languag |English  ~ (Need reboot player software)

[~ Savethe preview windt  Timing capture time (unit seconds) 5
[v Whetherto display the a Automatically clears the alarm status (unit 5
ComsSet | Save

Basic configuration described in the following table:

Item Function Description
) This refers to the number of days that client generates alarm
Alarm and operation log ) o ] )
) information and operation information stored in the local log (default 30
preservation days
days)
) Select this item for the system to be restarted and automatically run the
Power on automatically )
client program
For example, preserving the recorded videos in C disk, as follows:
"check" C disk, the system will create folder NVFile in the root
Video storage path directory of C disk, and all video files and other information concerning
the client software will be saved in this directory (saved in C disk by
default)
This item refers to the certain empty disk space to be reserved during
Disk reserved space video recording; the default size is 10240MB; the minimum reserved
space is 10240MB
This refers to the video package length of time; default 10 minutes to

Video switching time ] ] o ]
generate a video file; switching time ranges from 10 minutes to 60

-15 -



minutes

This refers to the number of days for normal recording, motion
Preservation days of normal  detection recording and I / O alarm recording preserved in the local (the
recording and alarm recording ordinary recording default for 30 days, alarm recording is kept for 60
days by default)
This refers to the selection mode when the video storage disk is full in
) . files; default in two ways: first, delete the oldest video files for loop
Disk full operation ) o ) )
recording when the disk is full; second, stop recording operation
immediately after the disk is full
) Check this item, re-visit the client, real-time preview the window, and it
Restore the preview state ) ) )
will be restored to the preview state on exit
Language Support English, Simplified Chinese, Portugufl%, pycckuii switch

Configure configure the PC COM port for keyboard configuration 323

5.2.2 Device management

This option focuses on the configuration of "device information", “area management” and so on. The
interface is as follows:

Client 2015-06-09 10:14:05 HOBR|
Live Playback Config
g 8 & e & &
Remote Device Group Basic Record Scheme User  Logsearch
Device list EELERITD [T ina...[ Device type | Device name P Webport | Dataport | NIC address Chann.
B-@ BEFIS [mf] NETVIDEO  LocalHost 192.168.90.185 80 8200 C8:22:02.02F528 18
& NETVIDEO_192.168,90.174 8200 Devicetype ¢ IPaddress ¢ Domain & P2P 2 NETVIDEO  LocalHost 192.168.90.174 80 8200 C8:22:0202E770 4
O= NETVIDEO  LocalHost 192.168.90.100 80 8200 C8:22:020287:72 4
AT 04 NETVIDEQ  LocalHost 192160.90.48 80 8200 C2:22:0202EB:0A 4
Os NETVIDEO  LocalHost 192.168.90.145 80 8200 C8:22:02.02B5BF 1%
Os NETVIDEO  LocalHost 162.168.90.101 80 8200 C8:22:0203:12:21 16
Device name ar NETVIDEO  LocalHost 192168.90.127 80 8200 C3:22:02:02:87 56 B
Ce NETVIDEQ  IPCAM 192168.90.12 80 8200 00:18:A0.74:4B:64 1
Domain (W] NETVIDEO  IPGAM 192.168.90.20 80 8200 00:18:4973:54:25 1
1o NETVIDEO  IPCAM 192.168.90.55 80 8200 74:372F05:21:98 1
T — (WG] NETVIDED  IPCAM 192.168.99.101 80 8200 00:18:49.73:CB:20 1
Fed [mpE] NETVIDEO  IRCAM 1921689019 80 8200 00:18:A0:49:38:CB 1
[WE] NETVIDEQ  IPCAM 192.168.90.181 80 8200 00:18:A049ETDF 1
Channels 1 O NETVIDEO  LocalHost 192.168.90.162 80 8200 €8:22:0203:1B:ER 4
[WEE] NETVIDEO  IPCAM 192.168.90.175 80 8200 AC:AZA3BIBOFT 1
T 2dmin e NETVIDEO  pLig&ANFIM. 0. 192168.0066 7650 7651 00:18:A072:80:EE 1
O NETVIDEQ  IPCAM 192.168.9.103 80 8200 00:18:A073:C8:5E 1
xxxxx WL NETVIDEO  IPCAM 192.168.90.164 80 8200 00:18:4970:87:E7 1
Passward [WEE] NETVIDEO  IPCAM 192.168.90.77 80 8200 00:18:A9 73 EF:6E 1
2o NETVIDED  IPCAM 162.168.90.165 80 8200 00:18:A8.74:7F:55 1
Aeaname  |BEIIE O21 NETVIDEO  IRCAM 192.168.90.192 80 8200 00:18:A073:CACB 1
22 NETVIDEQ  IPCAM 192.168.90.193 80 8200 00:18:4073.CC:27 1
23 NETVIDEO  IPCAM 192.168.90.194 80 8200 00:18:4973:08:02 1
O24 NETVIDEO  LocalHost 192.168.90.160 80 8200 C3:22:0202EB:86 9
Oz NETVIDEO  LocalHost 192.168.90.195 80 8200 C8:22:0202EB:86 9
Save Caneel ‘ [mp] NETVIDEO  IPCAM 160.254.1001.. 80 2200 00:18:A9.70:87:E7 1
Area Manage
Add area
Wodify area ‘ Delete area ‘
provcaite [ ] ssen s T —
Plug and play

Device management is described in the following table:

Item Function Description
Avrea add Add new area information
Area modification Modify the name of the area has been added

Area deletion Delete the name of the area has been added

-16 -



Search
Type of device

Add a device manually

Bulk add

Check “Search” to display the information of all devices in the LAN

Network video device and P2P device to be selected

Add the specified device to the specified device area (double-click the

device in the search list to add a device to the designated area)

Select the box in front of the number, add all the searched device

information to the specified area

5.2.2.1 Steps for adding an area

Client 2015-06-09 10: HOBE|
[ comy |
g 0 & @ 8 4 2
Remote Device Group Basic Record Scheme User Log search
Device list | Device infa ™ Ind ‘ Device type ‘ Device name P Web port | Data port | NIC address Chann

= . BEE [mf] NETVIDEQ  LocalHost 19216890186 80 8200 C8:22:02:02F5:28 16
5-E8 NETVIDEO_192.168,90.174.8200 Devicetype " IPaddress ¢ Domain & P2P |2 NETVIDEO  LocalHost 192.168.90.174 80 5200 C8:220202E770 4
0Os NETVIDEQ  LocalHost 192.168.90.108 80 8200 C8:22:02:02 8772 4

’ﬁ 4 NETVIDEQ  LocalHost 1921689048 80 8200 C8:22:02:02EB.0A 4
Os NETVIDEO  LocalHost 192.168.90.146 80 8200 C8:22:02:02.B5:BF 18
Os NETVIDEQ  LocalHost 192.168.90.101 80 8200 C8:22:02:03.12:21 18

Device name ar NETVIDEQ  LocalHost 192.168.90.127 80 8200 C8:22.0202B7:56 8

18 NETVIDEQ  IPCAM 192.168.90.12 80 8200 00:18:A9.74:4B:6A 1

Domain W] NETVIDEO  IPCAM 1021689020 80 8200 0018:A9:73:54:25 1

1o NETVIDEQ  IPCAM 1921689055 80 8200 T4:37:2F05:21:96 1

,EZEI[I—— iwEL] WETVIOED  IPCAR 102.168.99.101 80 8200 00:18:A9.73:CB:29 1

Port Add area - 689019 80 8200 00:18:A9:49:38.CB 1

68.90.181 80 8200 00:18:A9:49°E1DF 1

Channels 1 Area information 68.90.162 80 8200 £8:2202031BEB 4

68.90.175 80 8200 ACAZ13BI.8EFT 1

N — WJ Name |\ 63.9066 7650 7651 00:18:A9.72.B0:EE 1

68.99.103 80 8200 00:18:A9.73.C8:5E 1

’M—J Parent name |iﬁ§;§U§ 68.90.164 80 8200 00:18:A9T0BTET 1

Password 639077 80 8200 00:18:A973EF 6E 1

6890165 80 8200 00:18:A971:7F 55 1

Aeaname  [BE3E oK Cancel 6890192 80 8200 001849 7T3CACH 1

68.90.193 80 8200 00:18:A973.CC27 1

b = o 68.90.194 80 8200 00:18:A973:.C8:02 1

i O24 NETVIDEO  LocalHost 192.168.90.160 80 8200 C8:22:02.02EBBE 9

O2s NETVIDEQ  LocalHost 192.168.90.195 80 8200 C8:22:02:02EBBE 9

Save ‘ Cancel ‘ O26 NETVIDEQ  IPCAM 169.254.100.1... 80 8200 00:18:A9.70:BT ET 1

Area Manage
Modify area | Delete area
Protocol type [y ] Batch Add ‘ Search

Step 1: Click the Add button in area management

Step 2: Enter the name of the area for preservation
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5.2.2.2 Steps for manually adding network video devices

Device info

Device type (« IP address f“

FProtocol type |-—1 J

Device name |NET‘-IIDECJ_‘I 92 166.90.174_8200

Device | 192 . 168 . 80 . 174
Port |8200

Channels |4

Username |E'dmi”

Password T

Area name |E'\31,£-Btf

Manually add ‘

| Change | Delete |

Area Manage

| Add area |

Modify area ‘ Delete area |

Step 1: Select the IP address of the device type, and then select the protocol type. Al: IPC Type A2: DVR Type
A3: TOPSEE protocol A4: ONVIF protocol,;

Step 2: Enter the name of the device (users can input any custom name in either Chinese or English)

Step 3: Enter the address of the device in the address bar (you can fill in the IP address or domain name)

Step 4: In the port number, set the device's data port number, DVS / IP Camera / default as 8200; this port can be
custom, filling in according to the data port in network settings

Step 5: Set the number of channels for front-end DVS / IP Camera (determined according to the channel
number of front-end DVS / IP Camera)

Step 6: Input the user name and password of front-end DVS / IP Camera (determined as the front-end device) Step
7: Click “Save” to complete adding the device
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5.2.2.3 Steps for manually adding P2P devices

Device info

Crevice type " IP address  Domain = P2P

i =

Device name |p2p

Domain |p2p.dvripc:.net
Port |aznn
Channels |'I
Username |admin
Passwaord B
Areaname |iﬁ‘§§ﬂi
|
Save | Cancel

Area Manage

Add area |

Modify area | Delete area

Step 1: Select the device type P2P

Step 2: Enter the name of the device (users can input any custom name in either Chinese or English)

Step 3: Enter the name of the device in P2P device name (user-definable enter any name in English)

Step4: Enter the P2P domain in the domain name, the domain name that is MY-EYE (MY-EYE domain can view
the DDNS settings)

Step 5: Set the number of channels for front-end DVS / IP Camera (determined according to the channel
number of front-end DVS / IP Camera)

Step 6: Input the user name and password of front-end DVS / IP Camera (determined as the front-end device) Step
7: Click “Save” to complete adding the device

5.2.3 Group management

User may set up more than one grouping as needed, grouping or loop switching display the videos; the interface
is as follows:
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Setup steps for group management

Step 1: Select the desired group for adding device; the maximum default of 10 groups

Step 2: Select a device channel in the device list, click = to add a channel (remove the device

channel in the selected groupby ™" )

Step 3: Select group 1, right-click to modify the group information, set the residence time of a group, the

number of split-screens, Allow polling and other parameters. The shortest switching time interval is 10S.

5.2.4 Record

Set the record schedule
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Step 1 : Choose the device you want sent record , v this device .
Step 2 : Set the schedule , NVClient support Max . 1 0 schedule list .
Step 3 : Set the record time in the schedule . ( Monday to Sunday )
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5.2.5 Scheme

Client
Live Noarback Confag
| Jevian Crog Danie Record Schane UVsar Log vowrch
= @ Dence bt Marm ek | Lk scheme |
£ G NETVIDEO 17220120154 8200
G NETVIDEO_17220.020.197 £200
Aarm Trggers and nies
Voson setect Select 8 e .
vdec oat foectarde ]
Viddes shader [Satect & rude -
N ot | Select a e _:]
Amwg ConfQurndon
-
[ |

Alarm link set up

¥ s armed or disarmed

Step 1 : Choose the device you want set , check

Step 2 : Choose the channel of the device , set alarm type .

Alarm Triggers and rules
Motion detect Select a rule -
Video lost |Selecta rule vl
Enable
Video shelter |Select a rule -
Alarm input |Selecta rule |
Modi . ]
Step 3: e | Modify and save the setting .

Link scheme set up
Step 1 : According to the demand , you can choose scheme 1 to scheme 10 .

Step 2 : Set the rule name , play sound , duration , record , PTZ preset point, pop up video .
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5.2.6 User management

Users can be given different operating authorities according to the actual needs of different users, the
interface as follows:
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Setup steps for a new user:

Step 1: Select the “Add User” button

Step 2: Set a new username and new password

Step 3: Authorize the user specific operating authority

Step 4: Check the OK button to complete adding a new user. You can visit the client by this username for

operation.
5.2.7 Remote setup
Remote setup mainly focuses on the configuration of the parameters for various functions of the front-end

equipment.

For detailed configuration, refer to the user manual of video server and DVR.

5.2.8 Log Search

Users can search system log, alarm log and APP log information, as below shown.
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5.3 Group switching
The user can set up multiple groups as needed for video group display or loop switching display.

For detailed setting procedures of packet switching, please refer to section 5.2.3 --- Group

management.

Set up groups, select the group list in the real-time preview screen and right click the group list; the functions
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are as follows:

Item Function Description

Grouping play Manual grouping play

: : Check the residence time, number of split-screens and other related
Grouping attribute ] ) )
information of group settings

Polling to this group Allow polling in the group management, set the polling to this group

Part VI Video Surveillance Management Software FAQ

6.1 Unable to access the network monitoring equipment through the video surveillance management

software

Possible cause: no network?
Solution: access the network by computer to test whether the network access is working properly; first
troubleshoot the cable failure, network failure caused by computer viruses and firewall blocking until able to Ping
between the computers.

Possible cause: IP address is occupied by other devices?
Solution: disconnect the network monitoring device to the network, connect the network monitoring device to the
computer separately, and then set the IP address following the correct operation.
Possible cause: the computer's IP address and network equipment are located in different segments or different
subnets?

Solution: check IP address, subnet mask and gateway settings.

Possible cause: unknown?
Solution: press the reset button on the server to restore to the factory default state, and then reconnect; default IP
address for the DVS / IP Camera system is 192.168.1.100, subnet mask 255.255.255.0.

6.2 Image display color is not normal

Possible cause: poor site light?

Solution: check whether the site ambient light is normal, increase auxiliary light source.
Possible cause: the video frequency system setting is not correct?

Solution: test whether the equipment video format (PAL or NTSC) is correct.

Possible cause: bright color adjustable parameters are not set correctly?

Solution: adjust the color values of the bright parameters depending on the site environment.
6.3 PTZ camera cannot be controlled

Possible cause: the signal cable is not connected or not connected properly?
Solution: reconnect the control line that connects PTZ or dome camera to the server.

Possible causes: not correctly set the corresponding decoder protocol, address or baud rate?

-26 -



Solution: please carefully check whether the settings are correct.
Possible cause: the control line is too long?

Solution: bold the control line.

Possible cause: the equipment power is not enough?

Solution: use the standard power adapter to increase power.

6.4 No sound while monitoring

Possible cause: no audio input device connected?
Solution: check the audio connections.
Possible cause: the audio option of the front-end device is not open?

Solution: check the audio parameter settings of the front-end equipment to see if the audio is open.

6.5 Audio ineffective

Possible cause: when the audio sounds to have a lot of cacophony and serious sound distortion, please check
whether the input signal level is inputted from the line. Most of the time when the input signal is not inputted from
the line (such as a zoom back microphone), the server does not match the input level, resulting in saturation
distortion.

Solution: use the appropriate line input in accordance with the acceptable range of the video server.
Part VII Factors that Affect System Performance

When you build your system, you must consider the overall system performance, the factors that affect your
system, and how to set up your system to achieve optimal performance. The bandwidth issues are usually
issues to consider, namely, how to set the bit rate, and other issues such as: frame rate issues; when the video

surveillance management software is connected too much, it will affect the frame rate of the server.

The followings are some general factors for us to consider in the construction of the system, which may affect

the server efficiency:

1. First is the problem of your network bandwidth. It is usually OK for the LAN, but if it is WAN or any private
network, we must consider the network upload bandwidth. If the upload bandwidth is narrow, such as ceiling
512kbps, you would rather not to set the server output stream over 512kbps, otherwise it will lead to the

phenomenon of audio or video interrupt.

2. For the ADSL to be stressed, we usually concern about the downstream bandwidth of ADSL, but when we use
the video server, it is the upstream bandwidth to be used. At this time we should concern about its upstream
bandwidth when designing system, such as: for general ADSL2M, the downstream bandwidth is about 1.5Mbps,
but its upstream bandwidth is only 512Kkbps or less. Therefore, the network upstream bandwidth is what we

should be concerned with.
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3. About how to set the image parameters according to the network, please refer to the image settings of video

server and DVR user manual.

4. Too much video surveillance management software simultaneously watching the images of the same video
server image will affect the performance of the server, resulting that the video frame rate drops. Therefore,
we recommend the pathways simultaneously connected to the video server and open the videos of not
exceeding 9.

5. Capture function provided by the video server applies the means of front snapping pictures. Therefore too
frequent capture will affect the performance of the server, resulting that the video frame rate drops.

6. Heavy network load will affect the performance of the system, probably resulting in the phenomenon of audio

and video interrupt.

7. Not enough CPU performance for the video surveillance management software host can also lead to the

phenomenon of audio and video interrupt.
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